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Presidential Appointee, CID Special Agent lends expertise to combat identity theft

Treasury Department unveils new DVD to aid consumers
By Kenneth Miller, CID Public Affairs Office

WASHINGTON, D.C., February 9, 2006 – The expertise and vast experience of a Presidential Appointee and Special Agent from the U.S. Army Criminal Investigation Command (CID) was recognized here, January 26 for his contributions to the Treasury Department in helping to combat identity theft.

At a formal ceremony at their headquarters, the Treasury Department launched a new DVD informing consumers about identity theft, how they can protect themselves and what they should do if they become a victim.  An integral part of that informational DVD production is Special Agent Howard Schmidt, who appears on the video as an expert on the subject, along with several other experts who were present at the unveiling.  They all were recognized by the Treasury Department for their contributions prior to the showing of the new DVD. 
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Schmidt serves with the CID Computer Crimes Investigative Unit (CCIU) located at Fort Belvoir, Va., and has a long history working with cyber-space security and interagency efforts to secure information systems.  CCIU conducts investigations involving intrusions into Army computer networks and systems, leading to the apprehension and convictions of Soldiers, civilians and foreign nationals throughout the world who engage in cyber crime directed at the U.S. Army and DoD.

“As part of my duties last summer with the CCIU, I was asked by the Department of the Treasury to assist in preparing this video aimed at identity theft, prevention and investigation,” Schmidt said.  “The experience of working with high-tech companies in the private sector, along with the skills learned during my civilian career in the area of cyber-security, provided me with the level of expertise I needed to assist the Treasury Department.” 

The DVD was compiled by the Treasury Department to use as an identity theft training aid.  Included on the DVD is a special segment providing valuable information specific to military personnel and helpful tips on preventing identity theft for servicemembers who are often in unique situations.

“The Fair and Accurate Credit Transactions Act of 2003 allows military members away from their home duty stations to place an ‘active duty alert’ on their credit reports to help minimize the risk of identity theft while deployed,” Schmidt said.  “When a business sees the alert, it must verify the identity of the Soldier before issuing credit.”

Schmidt also said that active duty alerts are effective for one year, unless a request is made to remove it sooner.  If a specific deployment lasts longer, a Soldier may place another alert on their report.  
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“Howard and the other distinguished panel members were able to provide specific information and effective recommendations to prevent incidents of identity theft affecting military members and their families,” said CID Special Agent Daniel Andrews, operations officer and acting director of CCIU.  “Due to his diverse experience and proven performance in the government and corporate sectors, Howard is often asked to assume key roles related to cyber security – formulating national policy, steering strategic operations and fostering innovation by academia.  He is a respected international leader in the areas of cyber crime and information security and we’re proud to have him as a member of our team.”

Schmidt voluntarily reported to active duty to serve with CID and the Joint Task Force – Computer Network Operations Law Enforcement Counterintelligence Center, defending Department of Defense computer networks in response to the terrorist attacks on the United States.  In December 2001, he was appointed to serve as the vice-chair of President George W. Bush’s Critical Infrastructure Protection Board as a presidential appointee. 

“It was truly an honor to be nominated and appointed to serve in the White House during a very critical time in our nation’s history,” Schmidt said.  “Having the opportunity to serve as an IMA reserve member of CID, I was able to provide the experience necessary to perform this mission successfully.” 

Schmidt’s military career began in 1967 when he served seven years on active duty, 12 years as a DoD civilian, nine years with the Air National Guard and has been with the Army Reserves since 1989.   
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Before joining CID, Schmidt served with the Air Force Office of Special Investigations as director of Computer Crimes Investigations and information warfare.  He also served with 
the FBI at the National Drug Intelligence Center as a computer forensic specialist and was a law enforcement officer for the Chandler Arizona Police Department from 1982 to 1994.  In his civilian job, he has held executive-level positions for two high-tech companies in the computer industry. 

Schmidt has a bachelor’s degree and master’s degree from the University of Phoenix and continues to work internationally in the area of Cyber Security and Cyber Crime. 

NOTE:  Instructions for initiating an alert may be obtained from the Federal Trade Commission’s website at http://www.ftc.gov/bcp/conline/pubs/alerts/dutyalrt.htm.
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PHOTO CUTLINE:

CID Special Agent Howard  Schmidt (right) and D. Scott Parson, Deputy Assistant Secretary for Critical Infrastructure Protection, U.S. Treasury Department, discuss the launching of the Treasury Department’s DVD informing consumers about what identity theft is, how they can protect themselves and what they should do if they become a victim.  Schmidt provided expert insight and assistance in the making of the video, which is available online by visiting:  http://treas.gov/offices/domestic-finance/financial-institution/cip/identity-theft.shtml.
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“Do what has to be done”


